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Introduction

The 2009 Health Information Technology for Economic and Clinical Health Act created incentives for clinicians and health care organizations to adopt electronic health records (EHRs). To receive incentive payments, clinicians and organizations are required to use EHRs that have been certified as meeting the capability, functionality, and security requirements adopted by the US Department of Health and Human Services (HHS). Some EHR vendors do not adhere to certain certification requirements yet their products are still certified and used. Postmarket surveillance of EHR products has revealed that some products do not meet certain certification requirements and may pose a risk to patient safety. Some certification violations have been investigated by the HHS Office of Inspector General and the US Department of Justice (DOJ). We analyzed publicly available settlement data to identify the nature of DOJ complaints related to EHR vendors and settlement amounts, and we calculated the number of clinicians using EHR products from vendors with alleged misconduct. For our purposes, we used the term misconduct to refer to only the alleged behavior by EHR vendors cited in the DOJ settlements.

Methods

The DOJ’s online list of settlements was searched using the keywords electronic health record and electronic medical record to identify settlements with EHR vendors since 2009. The MedStar Health Research Institute Institutional Review Board deemed the study exempt from institutional review because all reports and data used were publicly available. We followed the (STROBE) reporting guideline.

Three of us (N.C.A., J.L.H., R.M.R.) independently reviewed each publicly available settlement summary to identify the EHR vendor, year and amount of settlement, and description of allegations. For each vendor named in a settlement, the number of unique clinicians attesting to using products from that vendor during the years of alleged misconduct (between 2011 and 2016) was identified from Meaningful Use Stage 1 and Stage 2 Public Use Files and the Office of the National Coordinator for Health Information Technology’s Certified Health Information Technology Products List. Data analysis was conducted in June 2022.

Results

Six EHR vendors reached settlement agreements totaling $379.8 million (Table). Settlements for 5 of the 6 vendors involved alleged kickbacks, which are payments from the vendor to clinicians. Most kickbacks were related to product promotion, and 1 was related to influencing clinicians to prescribe opioids. Settlements for 4 of 6 vendors involved alleged misrepresentation of EHR capabilities to falsely certify their product. One vendor allegedly miscalculated rates of electronic record sharing, which were used in incentive program attestation. Based on available Centers for Medicare &
Medicaid Services attestation data, the EHR products associated with these 6 settlements were used by 76,831 unique clinicians during the years of alleged misconduct.6

Discussion

Most settlements included alleged kickbacks related to product promotion. This type of misconduct can contribute to a market in which usability, safety, and product effectiveness are not factors in product adoption, potentially leading to suboptimal products being widely used in patient care. The settlements involving alleged misrepresentation of EHR capabilities to certify a product are more concerning and may be associated with unsafe patient care if the product does not adhere to the usability and safety standards adopted by HHS. To improve the integrity of EHR certification, the certification process could be changed to ensure that EHR vendors are not aware of the specific tests that will be performed during certification. Furthermore, more frequent postmarket surveillance needs to be conducted to identify certification violations. Although these settlements involved only 6 vendors, at least 76,831 clinicians used their products, suggesting potentially far-reaching implications for patients.

This study has limitations. Some settlement details were not publicly available, and we limited the analysis to information made public by the DOJ and HHS. In these settlements, the EHR vendors did not admit wrongdoing and the reasons for the settlements were allegations by the DOJ.
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